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ACCESS RULES FOR USERS OF THE SECURE WEBSITE 

 
 

1. Background and Objective 
 
This document presents the rules to obtain access to the MSIAC secure website.  
 
The MSIAC secure website contains sections that have been designed for MSIAC nations only and 
those that have been designed to support AC/326 only. 
 
2. Username and Password 
 
2.1 General 
 
Every user of the MSIAC secure website receives a personal username and password.  Users take 
full responsibility for their use.  The traffic on the MSIAC secure website is monitored in accordance 
with the NATO security rules. 
 
A set of privileges is attached to every username and gives access to a personalised set of the 
MSIAC secure website sections and sub-sections. 
 
2.2 How to Obtain a Username and Password 
 
The MSIAC Secure Website is broken into 2 distinct, separate Sections.  These are the MSIAC User 
Section and the AC/326 User Section.  Tables 1 and 2 show how the MSIAC Secure Website is 
structured and who can be given access, contingent on approval from the proper National 
representative as discussed below. 
 
The level of access to the MSIAC Secure Website will be determined by the Nation the requestor is 
from (i.e., a NATO Nation that is not a part of MSIAC cannot be given access to the MSIAC User 
Section) and their involvement in the various activities (i.e., a non-participating nation cannot be given 
access to the shared AC/326 Hazard Classification data). 
 
For obtaining access to the MSIAC website, the following rules exist: 
 

-  To obtain access to the MSIAC Section of the Secure Website, requestors must 
complete Clearance Form 1; forward it to their MSIAC National Focal Point Officer 
(NFPO), who will then provide the signed form to info@msiac.nato.int.  NFPO names, 
telephone numbers, and e-mail addresses are provided on the MSIAC open website at 
http://www.msiac.nato.int. 

 
-  To obtain access to the AC/326 Section of the MSIAC Secure Website, requestors 

must complete Clearance Form 2; receive approval from their appropriate National 
AC/326 representative as follows:   
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General Section/Library - National Main Group or any national SG member; 
 
Hazard Classification and Accident Sections - National Main Group or SG-5 member 
of participating Nations. 

 
and submit the signed form to info@msiac.nato.int. MSIAC can assist in helping 
requestors determine who their National AC/326 representatives are. 

 
Access to any portion of the MSIAC Website will only be given after receipt of a completed Form 1 or 
Form 2 authorised by the appropriate National representative.  
 
3.   MSIAC Secure Website Access Rights Review 

 
Access rights to the MSIAC Secure Website will be reviewed on a periodic basis in co-operation with 
National AC/326 members and NFPOs.  Those individuals who no longer warrant access to the 
website will have those rights removed. 
 
4. MSIAC Secure Website Map and Access Rules 
 
The enclosed tables represent a map of the MSIAC secure website and current access rules to its 
various sections and sub-sections. 
 
5. MSIAC Point of Contact 
 
The Project Officer for the MSIAC secure website is Thomas N. Taylor, tel. +32-2-707.56.36, email 
t.taylor@msiac.nato.int. 
 
 
 
 
 
  (signed)  Roger Swanson 
   Project Manager, MSIAC 
 
 
 
 
cc: Isabelle Rouffignon-Driscoll, Secretary AC/326 



 

  
- 1 - 

 
 

MSIAC SECURE WEBSITE 
  

MSIAC USER 
 

Website 
Section 

Sub-section 
Name 

Content 
Reserved for the 
following users 

MSIAC 
Homepage 

General 
Information 

Access and Security 
information

All MSIAC Users 

IM Policies 
National and international IM 
policies

Contacting 
MSIAC 

Website map 
Layout of website and access 
information.

Search the 
website 

Search tool. 

MSIAC 
Nations 

SC & NFPOs 
MSIAC Steering Committee 
documents (DS, strategic plan, 
etc.) 

SC Members, NFPOs 

IM SoA 

IM State-of-the-Art V3.2 project 

All MSIAC Users 

IM State-of-the-Art V3.2 project 
is limited to Government users 
only) 

Reports 
Open and limited 
MSIAC/NIMIC Reports - 
unclassified only 

Software and 
Databases 

FRAID, BIRD, SYR, DARTS 
and HEAT  

Posters 
Description of MSIAC products, 
services, other capabilities. 
Areas of interest 

Workshops Workshops proceedings 

Cook-off 
Hazards WG 

Small scale tests procedures WG members only 

TEMPER 
Toolbox of Engineering Models 
to Predict Explosive Reactions) 
V2.0 software 

Access available to all 
as a user.  To be a 
developer is on 
request.  

 EMC  
Energetic Materials 
Compendium) V3.6 

Access as a user is on 
request. 

 SASO 
Safety Assessment Software 
On-line 

Access as a user is on 
request. 

 COI 

MSIAC Communities of 
Interest forum.  Virtual 
discussion groups on MS 
topics. 

Access as user is on 
request. 
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MSIAC SECURE WEBSITE 
 

AC/326 USER 
 
 

Website 
Section 

Sub-section 
Name 

Content 
Reserved for the 
following users

MSIAC 
Homepage 

General 
Information 

Access and Security 
information 

All AC/326 Users 

Contacting 
MSIAC 

Website map 
Layout of website and access 
information. 

Search the 
website 

Search tool. 

AC/326 
Section, for 
each SG 

Main Group - 
AC/326 SGs; 
Terminology 
MT 

Documents associated with 
each SG (STANAGs, AOPs, 
AASTPs, WPs, etc.) 

AC/326 
Special 
Projects  
Section  

Hazard 
Classification 

National hazard classification 
databases provided by 
participating nations 

MOD users from 
contributing Nations. 

Accident 
Database 

National accident databases 
provided by participating 
nations 

MOD users from 
contributing Nations. 
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MSIAC SECURE WEBSITE 
  

MSIAC USER 
 

Clearance Form 1 
 
 
First Name: 
Last Name: 
 
Nationality: 
 
Organization/Company: 
 
Address: 
 
Phone: 
Fax: 
Email: 
 
 
Check (√) applicable box below (double left click on your mouse in the box to open and 
select “checked”): 
 
 

TEMPER Software Developer  

EMC User  

SASO  

COI  

Government  

Industry  

 
 
 
 
 
 
 MSIAC NFPO APPROVAL: 
 
  (Name) 
 
 
 
 Date: 
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MSIAC SECURE WEBSITE 
  

AC/326 USER 
 

Clearance Form 2 
 
 
First Name: 
Last Name: 
 
Nationality: 
 
Organization/Company: 
 
Address: 
 
Phone: 
Fax: 
Email: 
 
Main Group  
Sub-Group (circle appropriate group) A  B  C 
 
 
Check (√) applicable box below (double left click on your mouse in the box to open and 
select “checked”): 
 
 
 
AC/326 Special Projects 
Section 
 

Hazard Classification Databases 
Accident Databases 

 
 

 
 
Note: Access to AC/326 Special Projects Section is only reserved for Ministry of Defence 
(MOD) users of participating nations. 
 
 
 
 AC/326 SG National Representative: 
   
  (Name) 
 
 
 
 Date: 

 


